FLYINGVOICE

|y “TRETTT
I FLYINGVOICE
16:05 Mon, July 20 '\\
| - B
Y 71.5 wes /
N2 A R MmARARRRRAR L

s B

o
=

2 h B AAAARARN L e

User’s Manual

SR3000 & SR3000-lite




Catalogs

Chapter 1  Product QVEIVICW ....eeccieiciseicssnicssnnissssecssssnessssessssnesssssesssssessssssssssssssssssssssssssssssssss 1
ProdUCt DESCIIPIION .....uviiiiiieciiee ettt ettt et e et e et e e satee e sbeeesseeesseeessaeensseesssseesnseeesseaenns 2
Hardware INStallation ............coeiiiiiioriieieiieee ettt ettt et 4

Preparation of INStallation............ccieiiieiiiiiiieiiceeieee et 4
Step Of INSTAllAtioN .......ooiieiiiiiee et 4

Chapter 2 LCD Confiuration ...............cociiiiiiiiiiiiiiieeeeeee et 5
POWET OM ..ttt ettt e a e et s bt e bt e s bt e e beenane e 6
IMESH NEEWOTKINE ..ottt ettt ettt ettt e et e e teeesbeeseeesbeesseeesseensaeesseensaessseenseennns 8
Basic ConfigUIAtioN ........ooueiiiiiiiiiieiieeeeet ettt sttt 10

Chapter 3 Web ConfigUration .............cocooiiiiiiiiiiiiiiceee et 13
Two levels of admMiNIStration .......ccouiriiiierieeierieeee ettt e 14

URL FOIMAL ...ttt et ettt et e e 14
PASSWOTA ...ttt et sttt ettt e et e b et e saeeenne 15
Web Display and Configuration ...........cocuevieriiiiniinieieneeieeeeeteteee ettt 16
STALUS ..ttt ettt e b e et e h e et e eh e et h e et enae e e b e naee 17
INEEWOTK ...ttt et ettt e e st e bt et e e st e bt e st e satesbeenbesaeenseennesneens 19
IMANAZEIMENT ...ttt ettt ettt e et e e st e e sab e e e bt e e e bt e e sbbeesabbeesabaeesabeeenane 31
PLOVISION ..ttt ettt et et et e st e e bt e s et e e bt e s ateenbeesnbeebeesaneenne 31
SINIMP .ttt ettt et b et s a e e bt et at e s h e et et e e bt et enteeneeaeenne e 33
TROGG ...ttt ettt ettt ettt et s e e sb e et e at et e e eae e beenees 34
LO7C3 43 ¥ i (01212 o) 1 B OO USRS 35
SYSEOIM ..ttt ettt e st s et e b e st e e s eneen 36
SYSEEIM SEINEZ ....vieeeiiie ettt ettt e e st e e st ee et e e etaeeesaeeessseesnseeesnsaeesnseaennsaeenns 36
System ManagemeNt ..........c..eeeiuiieiiiieiiieerieeeiee et ee et e et esateeeaeeesbeeesbeeesnbeeesabeeennaeeennne 38
Backup/UPGLade .......oooueeiiieiieeiee ettt ettt et et ens 39

Chapter 4 TroubleShOOting ............coccooiiiiiiiii e 41
NO Respond After POWET ON.......ooouiiiiiiiiiiecieeeeeee ettt e e st s 42
Unable to log in to the device's WED PAZE......cccvieruiiiiiiiiiiciiecieceeee et 42

FOrget YOur PasSWOrd .......ccc.ooiiiiiiiieeeee ettt et ettt 42



Chapter 1 Product Overview

This chapter contains the following contents:

® Product Description

® Hardware Installation



Product Description

Function/Model SR3000
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Product Picture

LAN3 LANZ PHONE

LANT WAN

b
Y 715 mes

=3 O

OC 48V

<% B B AR ERRARR LR e

Power Supply 48V/0.32A (48V/1.2A Adapter is recommended if using PoE out)
1*WAN,10/100/1000Mbps, PoE out

Ports
3*LAN,10/100/1000Mbps

PoE Passive PoE out 48V

. 802.11 a/n/ac/ax, 2*2 MIMO , 1024-QAM@160MHz 2402Mbps, eFEM

YR 802.11 b/g/n/ax, 2*2 MIMO , 1024-QAM@40MHz 573Mbps, eFEM

LCD Supported

EasyMesh Supported

Ports Description

LAN Connect local network device

WAN Connect Internet, support PoE out

AC 100~220V Connect power adapter




Function/Model SR3000-lite

Product Picture

= -

2 WAN/LAN DC 48V

Power 48V/0.32A (48V/1.2A Adapter is recommended if using PoE out)
Ports 1*WAN/LAN,10/100/1000Mbps

802.11 a/n/ac/ax, 2*2 MIMO , 1024-QAM@160MHz 2402Mbps, eFEM
WiFi 6

802.11 b/g/n/ax, 2*2 MIMO , 1024-QAM@40MHz 573Mbps, eFEM
EasyMesh Supported
LED Status
Light On Power on
Light Off Power off
Red Light Mesh unconnected
Flicker (Green) Mesh connecting

Steady (Green) Mesh connected




Hardware Installation

Preparation of Installation

Before installing the device, please check whether the product components and accessories are
complete and whether the installation conditions are available. Open the package of the device and
check whether the items in the box are complete against the list of items. If you find that the items in the

box do not match the list, please contact our company directly.

NOTE:

& + The installation site should be equipped with the conditions of equipment with external
connection (e.g. power line, network cable, PC, etc.), the AC power socket should be a
single-phase three-core power socket, and ensure that the ground wire is reliably grounded.
* The environment of the installation site should ensure sufficient air flow to facilitate the heat
dissipation of the device (the suitable working temperature of the device is 0°C ~50°C).

- The installation site should have water-proofing, damp-proofing and shock-proofing

conditions (the appropriate environmental humidity for the equipment is 10% to 90%).

Step of Installation

Before setting up your gateway, you need to connect your device correctly:

Uplink Ethernet connection

Connect the WAN port of the device to the modem with an Ethernet cable;

Connect your computer to the LAN port of the device via RJ-45 cable;

Connect one end of the power cord to the power connector of the device, and connect the other
end to a power socket;

Launch the router;

Check the power supply, LEDs of WAN port and LAN port and phone port indicators light for

proper.

WARNING:

Please don't attempt to use an unsupported power adapter and do not disconnect the
power supply while configuring or changing the setting of the device. Use of other power
adapters may damage the device and void the manufacturer's warranty.




Chapter 2 LCD Configuration

This chapter contains the following contents:
- Power On
- Mesh Networking

- Basic Configuration
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Power On

The SR3000 comes with a circular touch screen that allows you to swipe and click on the LCD to view the
time and date, instantaneous network speed, IP address, interface status, monthly traffic statistics, etc,

When the device is turned on, it automatically displays the loading progress and jumps to the standby
interface after loading is completed.
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In standby screen, you can view the time, instantaneous upstream and downstream network speed, the
number of wireless access devices, and the number of agent devices in the mesh network. Swipe right to view
the WAN port IP address and router IP address, which is not available if your WAN port is not connected to a
modem.

WAN IP
192.168.76.179

ROUTER IP
192.168.80.1

Swipe right again to view the interface status of the device. If the interface is connected to the correct device,
the interface status will be lit up and deepened, and you can see that the interface has successfully
connected.
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PORT STATUS

LAMI LANZ

1 o

LAaMNT WAN DC

PHOME

Swipe right again to view monthly traffic statistics, showing the upstream and downstream traffic within this

month.

05/01-NOW
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Mesh Networking

The device can perform Mesh networking through LCD, support up to 2 agent devices to access the network,
and can view the information of the accessed agent devices, effectively extend the network coverage and
support fast roaming switching of terminal devices.

Slide down the standby interface to enter the Mesh interface.

No Connection

The interface shows whether the agent device is currently connected or not, if it is not connected or only one

is connected, you can click the button to connect and you will be prompted for successful or failed connection.

Connection Failed

Connection Successful

After successful connection, it will automatically jump to show the connection status of master and agent

devices.
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You can also click the button to view information about the agent device, including the device name, Mac

address, signal strength.

AGENT-1

Host SR3000

MaC O0:F2:B7:F6:DB:81

Signal -28dBm
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Basic Configuration

The device can be configured via LCD for basic configuration, which includes instantaneous network speed
test, current network diagnostics, backlight brightness adjustment, time setting, language setting, reboot, and

restore factory settings, language setting, reboot, and restore factory settings.

Swipe down 2 times on the standby screen to view the settings menu page and swipe right to view more
settings options.

SETTINGS

DIFEIRES

Speed Diagnosis Backlight

SETTINGS

@) [&) (O]

Time Language Reboot

Click the speed measurement icon to automatically test the current upstream and downstream Internet
speed.

DOWNLOAD Mbps

¥ 89.3 wmbps

13.6

Mbps

Click the Network Diagnostics icon to diagnose the connection status of WAN port, IP address acquisition,

gateway address acquisition, DNS address acquisition, Internet connection, online status of Mesh devices.

10
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DIAGNQOSIS

WAN Connection &)

IP Address &)
Gateway Address &)
DNS Address &)
Internet Connection &)
Mesh Device Online ()

Click the backlight adjustment icon to set the screen brightness for current operation, the screen brightness
when idle and not operating, and the interval time.

BACKLIGHT

Active Leve| el

Inactive Level @

Interval Time @ 155 @

o o

Click time setting to switch the time format and time zone.

TIME

Time Fomat 4 24HOUR P

Time Zone g GMT+08:45 {3

Click language setting to switch between English and Chinese.

11
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LANGUAGE

English
Eiln e shTy

o o

SR3000 User’s Manual

Click Reboot or Restore factory settings, you will be prompted to confirm twice to prevent accidental touch.

REBOOT

Reboot the device?

o o
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Chapter 3 Web Configuration

This chapter contains the following contents:
- Two levels of administration

- Web interface management

13



Two levels of administration

Our device supports two levels of administration: Administrator and User.

(1) For administrator mode operation, please type "admin / admin" on the username / password and
click the "Login" button to start system configuration, this level can configure all parameters to operate
the device.

(2) For user mode operation, please type "user / user" in the username / password, and click the
"Login" button to start system configuration, users at this level can browse and configure part of the
phone parameters, some parameters in SIP line that cannot be changed, such as server address and

port, cannot be configured by users at this level.

URL Format

The SR3000 has a built-in web server to respond to HTTP get/post requests. Users can use a web
browser, such as Microsoft Internet Explorer or Google Chrome, to log into the SR3000 pages and
configure the SR3000.

1. Login of LAN Port

Make sure your PC is properly connected to the LAN port of the router.
The URL format of the login web page is: http://<IP address of LAN port>, the default LAN port IP
address is generally: 192.168.1.1, please enter the corresponding address in the address blank:

http://192.168.1.1, then the page will jump to the login page of the device, as the following picture:

FLYINGVOICE

Authorization Required

Plezse enter your usemame and password.

Uzernzms B ]

@ Reset| |[[@Login

2. Login of WAN Port

Make sure your PC is properly connected to the WAN port of the router.

Obtain the WAN port IP address: You can log in to the device's Web management interface through the
LAN port and navigate to the Status - Basic Settings page, you can view the IP address of the WAN port
at this page.

Log in to the Web page: Open a Web browser on your PC and enter http:// <IP address of WAN port:
Port>, the default port is 50080 normally. The following login page will open, enter your user name and

password, and click “Login”.
14


http://ipadress

Authorization Required

Plzzs= enter YOUr usemame and passworg,

Username (&

B Reset| |[@Login

Password

There are two login levels for the device, the administrator level and the normal user level, with different
passwords for different levels.
The default login username/password for the administrator level is admin/admin.

The default login username/password for normal user level is user/user.

1. Change the password

Log in to WEB page of the device, switch to the System-Management page, find the "Reset Password"

tab, select the “user type”, then you can set a new user name and password, click "Save".

Router Password

Changing the password usad to access the device will causs the current wser to be fogged out
User Type [zdmin ol
Mew Password [ | &
Confirm Password [ | &

2. Forget your password

If the user changes the password for Web page and forgets it, resulting in the user being unable to
access the SR3000 configuration interface, please press and hold the restore factory key for more than

5 seconds to restore the device to factory settings, and then use the default password to login.

NOTE:
If the following prompt appears:
& HERRSEREL =G, FEEERL L

Please reboot the device to ensure the changes take effect
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Web Display and Configuration

This section describes the layout of the Web page, providing a better experience in configuring the
device through the Web page.

FLYINGVOICE

Firmware Version V1.1
Admin Mode[logout] [Reboot]

Status Network Administration System

Overview Firewall Routes System Log Kemnel Log Processes Realtime Graphs

Status
System
Model SR3000
Firmware Version V1.1{202303311612_TEST)
Internet (WAN) MAC Address 00:11:22:33:44:57
{LAN) MAC Address 00:11:22:33:44:56
Kernel Version 4.4.60
Loader Version 103
Serial Number test1234
Build Time 202303311612
Local Time Fri Mar 31 17:15:16 2023
Uptime Oh 2m 11s
Load Average 2.19, 0.82, 0.30
Number Name Description
N ) o Click the navigation bar, the corresponding
Position 1 Main Navigation bar
sub-navigation bar will appear
. o Click on the sub-navigation bar to go to the configuration
Position 2 Sub-navigation bar
page
Position 3 Title bar Title Configuration
The firmware version, current time and management
Position 4 Configuration Bar mode of the phone are displayed. User can click Log out
to exit
Position 5 Device Name Display the device model
You need to click this button to save after making
@5 changes to the parameters. After clicking “Save”, you
need to restart the device if there is a reboot prompt.
& Resat Click to cancel the changes
Page button [Reboot] Click to reboot the device
information
logout] Click to exit Web page
[E5ave & apply Click to save and apply the configuration changes.
# Refresh Click to refresh the page

16
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Status

1. System Information

This web page shows information of device, network, and system status , including product information,

memory, intranet information, wireless information, and network status.

FLYINGVOICE

Admin Mode[logout] [Reboot]

Status Network Administration System

Overview Firewall Routes System Log Kemel Log Processes Realtime Graphs

Status
System
Model SR3000
Firmware Version V1.1(202303311612_TEST}
Internet (WAN) MAC Address 00:11:22:33:44:57
(LAN) MAC Address 00:11:22:33:44:56
Kernel Version 4.4.60
Loader Version 103
Serial Number test1234
Build Time 202303311612
Local Time Fri Mar 31 17:26:19 2023
Uptime Oh 13m 14s
Load Average 2.40, 2.13, 1.35
Memory
Total Available 145440 kB [ 399296 kB (36%) |
Free | 140056 kB / 39929 kB (35%) |
Buffered | 6384 kB /399296 kB (1%) |
Network
IPvd WAN Status
Not connected
IPvE WAN Status
Not connected
Active Connections | 283 [ 16384 (1%%)
DHCP Leases
Hostname IPv4-Address MAC-Address Leasetime remaining
M2104K10AC 192.168.1.123 Bcaa:ce:09:f4:84 11h 2m 36s
Cooyes 192.168.1.221 22:40:5c:04:41:40 11h 1m 28s
DHCPv6 Leases
Hostname IPv6-Address DUID Leasetime remaining
Cooyes fdch: 183a:1667::42a4 00:01:00:01:2b:6e:ce:9a:00:20:0c:c7:30:8c 11h 1m 165
Wireless
Generic 802.11abgn Wireless Controller (wifid) SSID: SR3000 26
3 Mode: Master
s Channel: 0 (2.412 GHz)
0% Bitrate: 0.286 Mbit/s
Wirelass is disabled or not associated
Generic 802.11ac Wireless Controller (wifit) SSID: SR3000 56
& Mode: Master
., Channel: D (5.200 GHz)
0% Bitrate: 2.401 Mbit/s
Wireless is disabled or not associated
Associated Stations
MAC-Address Metwork Signal Moise RX Rate TX Rate
00:00:00:00:00:00 Master "SR3000 2G" -95 dBm -34 dBm 0.0 Mbit/s 0.0 Mbit/s
ol 00:00:00:00:00:00 Master "SR3000 56" -85 dBm -107 dBm 0.0 Mbit/s 0.0 Mbit/s

17



2. System Log

At this configuration page, users can view the system log, which contains important configuration
information for the SR3000. Users can use the Clear button to delete all logs and clear all information;

use the Refresh button to refresh the system logs; and use the Save button to save the logs to the local
computer, then you can export the logs.

FLYINGVOICE

Status

Firmware Version V1.1
Admin Mode[logout] [Reboot]

Network Administration

Overview Frewall Routes System Log Kemel Log Processes Realtime Graphs

System Log

i Refresh & Clear |10 Save

ECS
1(202303311612

18
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3. Kernal Log

FLYINGVOICE

Network Administration

Firmwware Version V1.1
Admin Mode[logout] [Reboot]

Onverview Firewall Routes Systern Log Kemal Log Processes

Kernel Log

.0 2ealae=r49254) ¢ #30 SWP PEEENPT Thu Mar 30 12°52.30 €87 2023

IPT aliasing instruction ceche
AP-MP0G. (1

s with gf_rode_data@R000000 (Dx4b000000—0x2h060000}
Sen8d00d

LIED bazch:3l
hed frem DT

2 bdf_pcil=0xE0 cncs2 bdf_pcil=0xsd cnss?. ckip redio bmap=2 ubi. mod=root

. 1018E rodste, 1024% ipit, #422F bss, 15424K reserved, OX cma-res

OE hizkmem

0x30203000 — OxBOLOTEIL
= 030000000 - 0xBO400000
Om30500000 — 0xB0dSEESS
: 0z30350000 — OxBOdcdasd
Telign=f<, Ordsr=0-3. Min(b

cl, max idle ns: 420795202502 ns
= gvery 430BD£8511007n:

frequency.. 4800 BoscMIFS (lpi=22000402

socy: ok
0, mpidr 30000000

mep for Oz41300000 - Ox:i1300058
ebls zeT up

= dats tebls seT up

£ £ D £ £ £ £ 5 ) 5 6 £ £ 650 £ 650 £ £ 60 £ £ 60 6 0 £ 0 6 £ 0 £ 5 £ 6 £ 0 £ £ £ 6 650 £ 60 65 £ €0 £ 6 £ £ £ £ £ £ £

Network

In this part of the web page management, you can configure parameters of WAN port, LAN port, MAC

clone, Mesh, WiFi, network diagnostics, routing, etc.

1. WAN Port Setting

This page allows you to check the status of different network ports and to configure them.

19



Switch DHCP and DNS Hostnames Static Routes Diagnostics Frewall Mesh

Interfaces Wifi

Interfaces

Interface Owverview

Hetwork Status Actions

Uptime:z 16h 8m 33s
MAC-Address: 00:21:F2:11:22:34

A RX: £0.20 MB {45454 Ples.) _ _
BFEgaase) TX: 222,68 ME (542269 Phes.) B et @ Soe @ E T
s brlzn IPud: 132.168.2.1/24

IPv6: 2001:dbE: 160

IPvh: fdfbeb22e:3241:: 1160
Uptime: 1&h 8m 38z
MAC-Address: 00:21:F2:11:22:35

WAN RX: 424.52 M2 { 3470730 Pirs.) ; )
B TX: 26.80 MB {154549 Phes.) &  Connect (5] Stop | Edit %] Delate

IPvd: 192.168.5.89/20

=l
IPv6: 2607:febl:7:8530:221: 121 fal1:2235/84
IPwh: 2001:db8: 1111::4494/128
Uptime: 16h 8m 32=
e MAC-Address: 00:21:F2:11:22:35
WANE RX: 424.52 M8 { 3470720 Pkt=.)
E TX: 26,80 MB (154543 Plaz.) B  Connect  |IE@ Stop | Edit %] Deles
a=hil TPvd: 152.168.5.85/20

IPv6: 2607:febl:7:8530: 2212 :fel 11223564
IPv6: 2001:db8: 1111::4594/128

Hladd new interface...

Global network options

IPwE UILA-Prefix [Fdfb:622c:3a41::/48
8 Rasar @5ave | [HSave & Apply
Name of Parameters Description
Status Status information of network interface
Connect Connect network interface
Stop Close network interface
Edit Configure network interface
Delete Delete network interface

2. Connection Type of WAN Port

This section describes how to connect to the WAN port in basic mode.

1) Static IP
This configuration can be used when a subscriber receives a fixed public IP address or a public

subnet, i.e. multiple public IP addresses, from an Internet provider. In most cases, the cable service
provider will provide a fixed public IP and the DSL service provider will provide a public subnet. If you

have a public subnet, you can assign an IP address to the WAN port.

20
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Status Mebwork Administration

Wifi Switch DHCP and DNS

SR3000 User’s Manual

Interfaces - WAN

Hostnames Static Routes Diagnostics Firewall Mesh

On this page you can configure the network interfaces, You can bridge several interfaces by ticking the “bridge interfaces” field and enter the names of several network interfaces separated by

Common Configuration

Generz! Sztup

Status

Protocol

IBv4 adoress

I8vd natmask

IPvd gakeviay

1Pv4 brozdeast

Use custom DNS servers

IPv6 assignment length

IPv6 address

IPvE gamsway

IPvE routed prefix

DHCP Server

General Sstup

Uptime: 155 Bm 7s
MAC-Address: 00:21:F2:11:22:35
% RM: 424,13 MB (3468255 Phts.)
= T: 26.78 MB (154886 Fits.)
=th0 1pya: 152.168.5.85/20
IPv6: 2607:Feb0:7:8530: 221:F2:fe11:7235/64
IPv6: 2001:db8:1111::4d9d/128

[ Static address ]
[ |
[ |
[ |
[ |
[ |=
[diszbled |

B Assian a part of giv ngth of every public IPaE-prafis o this ntesface

1@ Pubbc prefix routed Lo this device for distribution Lo dents

@5ave] |[D5ave & Apply

Ignore interfzce () Dizabi= - this interface
|#]Back 10 Overview! B Resar
Name of Parameter Description

Status Display the current WAN port status
Protocol Select static IP address
IP address IP address of Internet port

Subnet Mask

Subnet mask of Internet port

IP Gateway

Default gateway of Internet port

21



2) DHCP

The router has a built-in DHCP server that assigns a dedicated IP address to each local client.

The DHCP function allows the SR3000 to automatically obtain an IP address from the DHCP server. In
this case, there is no need to manually assign IP addresses to the client.

FLY/NGVOICE

Admin Mode[logout] [Reboot]

Network Administration

Interfaces Wifi Switch DHCP and DNS Hostnames Static Routes Diagnostics Firewall Mesh

Interfaces - WAN

On this page you can configure the network interfaces. You can bridge several interfaces by ticking the "bridge interfaces” field and enter the names of several network interfaces separated by
spaces. You can also use VLAN notation INTERFACEWLANNR (e.q,: eth0.1).

Common Configuration

General Setup
Status Uptime: 16h 7m 34s
MAC-Address: 00:21:F2:11:22:35
RX: 423.66 MB (3465172 Pits.)
== IX: 26.77 MB (154795 Pkts.)
h0 ypya. 197.168.5.89/20
IPv6: 2607:fh0:7:8530:221:F2f:f211:2235/64
IPv6: 2001:db8:1111::4d2d[128
Protocal [ DHEP dient v]
Hostname to send when requesting DHCP [ERz000 |
|&]|Back to Overview B Reset @ Save @ Save & Apply
Name of Parameters Description
Status Display status of current WAN port
Protocol Select Auto-Configuration DHCP
3) PPPoE

PPPoE stands for Point-to-Point Protocol over Ethernet. It relies on two widely accepted standards:
PPP and Ethernet, which connects users over Ethernet to the Internet with common broadband media
such as single DSL lines, wireless devices or cable modems. All users on Ethernet can share a common

connection.

PPPoE is used for most DSL modem users, your service provider will provide information about
username, password and authentication mode, and all local users can share a PPPoE connection to

access the Internet.

22
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Firmware Version V1.1
Admin Mode[logout] [Reboot]

Firewall

Interfaces - WAN

Cn this paga you can configurs the network intarfaces. You can bridge several interfaces by ticking the "bridos interfaces” figld and entar the names of several network interfaces separatad by

Common Configuration

General Setun

e R 0,00 B {0 Pz}
pppos-wan TX: 0,00 B {0 Phts.)

Protocol [FrecE v

PAP/CHAP ussrname | ]

PAP/CHAR password [ ] =

Arress Concentrator | B ]

@ Leave emply Lo autodetent

Sarvice Name [eem |

h‘B Leawe amiply b autodedect

[£]Back to Overview] i Reset E95ave |[fisave & Anply
Name of Parameters Description
Status Receive-send data status of PPPoE-WAN

Protocol Select PPPoE
PAP/CHAP Username PPPoE account from Internet server provider
PAP/CHAP Password Password of PPPoE account from Internet server provider
Access Concentrator Generate the PPPoE session identifier SESSION_ID, not required

Service Name Fill in the service name, not required

4) Bridge Mode

Bridge can be set up under Network - Interface - Physical Settings. Bridge mode use no IP address
and the device acts as a bridge between the WAN port and the LAN port. A routing connection must be

established to provide IP addresses for local services on the device.
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Interfaces wifi Switch DHCP and DNS Hostnames Static Routes Diagnaostics Whole Home Coverage Firewall HyH Network

HyH Security Mult-WAN VPN Mesh

S o o]

Interfaces - WAN

On this page you can configure the network interfaces. You can bridge several interfaces by ticking the "bridge interfaces” field and enter the names of several network interfaces

Ccommeon Configuration

Physical Settings
Bridge interfaces [C] @ creates a bridge over specified interface(s)

Interface

-* Ethernet Adapter: "bond0”

& Ethernet Adapter: "eth0” (wan, wang)

4~ Ethernet Adapter: "ethl” (lan}

s Ethernet Adapter: "gretap0”

* Ethernet Adapter: "ip6gre0”

.7 Ethernet Adapter: "ip6tnl0”

-* Ethernet Adapter: “ipsecdummy”

" Ethernet Adapter: "miireg”

.* Ethernet Adapter: "soc0”

- Ethernet Adapter: "socl”

(O = Ethernet Adapter: "tegl0”

'-: _Wireless Network: Master "2222_|ixp_openWRT" (lan)
_Wireless Network: Master "1111lixp_openwrt” (lan}

) 2 Custom Interface:

|£]Back to Overview! @ Reset @ 5ave ([ save & Apply

Name of Parameters  Description

IP Bridge Allows all Ethernet packets to pass through and the PC to connect directly

to the Internet

Only PPPoE packets are allowed to pass, PC needs PPPoE dialing

PPPoE Bridge
software

Hardware switch for packet passing wired speed, wireless port binding not
Hardware IP Bridge
supported

Steps of Bridge 1.Select “creates a bridge over specified interface(s)”

2.Select the interface to be bridged

3.Save and apply

DHCP Service Type

When the DHCP server and the device that needs to obtain IP are not in

the same network segment, connected to the three-layer device of the
Pass-through , L .

subnet where the client device is located, and set it to DHCP relay so that

the DHCP requests from the client are able to be forwarded to the DHCP

DHCP Snooping is a security features of DHCP .SR3000 supports
Snooping enabling the DHCP listening feature on a per VLAN basis. With this
feature, the switch is able to block all DHCP packets in the Layer 2 VLAN

The gateway will not forward DHCP messages between the LAN and
Local Device Service WAN and will also block DHCP messages from the WAN port. Clients

connected to the LAN port can obtain IP from the DHCP server running in
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VLAN Mode

Prohibited WAN port unmarked, LAN port unmarked

Enable WAN port marked, LAN port unmarked

Valid only in bridge mode, all ports (including WAN and LAN) belong to
Pass-through this VLAN ID, all ports are tagged with this VLAN ID, tagged packets can
pass through WAN and LAN

VLAN ID Create VLAN ID

Binding Port Can be bound to the corresponding port 1~port 3, SSID1~SSID3

f NOTE:
Multiple WAN connections can be created using the same VLAN ID
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3. LAN Port Setting

FLYINGVOICE

Firmware Version V1.1
Admin Mode[logout] [Reboot]

Switch DHCP and DNS Haostnames Static Routes Diagnostics Frewsall Mesh

Interfaces - LAN

On this page you can configure the network interfaces, You czn bricge ssversl interfacss by ticking the "oricge interfaces” field and enter the names of saverzl network interfaces s=parzted by

spaces, You c2n also use YLAN notation INTERFACE.VLANNR (2,0t ethl, 1),

Common Configuration

Generzl S=tup
Status Uptime: 15h 53m 3=
MAC-Address: 00:21:F2:11:22:34
o R 59,82 MB (452084 Fhas.)
" TX: 2:3.90 MB (538344 Pl=.)
brelzn ppyg, 192,1688.1.1/24
[Pv6: 200%:db3:4df7:: 1/60
IPw6: 622032411060
Protocc [Static address |
1P address [13z.188.1.1 ]
1Pt netmask [255.255.255.0 |
TR gatevay | |
174 brozdoast [ |
Use custorm DMS servers [ F]
1P assignment length IE W |

& Assign a part of given length of every public IPwS-prefis to this interlace

1P assignment hint [ |

WP hssign prefis parts wing this hesadecmal subpeefic I for this inlerface.

DHCP Server
General Sztup
Ignore interface U @) Disablie DHED for this inkerfiace.
Start [foo |

ﬂ Loweest ieased address as ofTsel Inom the nelwork address,
Limit =0 |

B} Maximum nunber of kesed addresses,
Lezs=tme [izh |

6 Expiry tine of lase] addresses iiram = 2 minules | 2n)

| =|Back ™ Overview EhReser E5ave |[@i5ave & Apply

Name of Parameters Description
Status Current status information of LAN port
Protocol Select connection type of LAN port
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Enter the IP address of the LAN of this router the IP addresses of all

computers in the LAN must be in the same network segment with this

IP address
IP address, and the default gateway must be this IP address. (The
default is 192.168.1.1)
Enter the subnet mask to determine the size of the network. (default is
IP Net mask
255.255.255.0/24)
DHCP Server Whether to enable DHCP server
Enter a valid IP address for the IP address pool as the starting IP
Start address issued by the DHCP server to the DHCP client, if the router IP
a
address of LAN port is 192.168.168.1, the starting IP address can be
192.168.168.2 or grater, but less than the ending IP address.
Limit Number of address pool assignments

The valid usage time of the IP address assigned to the intranet
Lease Time computer by the DHCP server. During that time, the server will not
assign the IP address to other computers.

4. WLAN

You can configure wifi0-2.4G/wifi1-5G on this page.

Interfaces wifi Switch DHCP and DNS Hostnames Static Routes Diagnostics Frewall Mesh

wifil: Master "SR3000_5G" wifi0: Master "SR3000_2G"

Wireless Overview

‘39’ Generic Atheros 802.11abgn (wifi0) Ld Scan i) Add
; é\lﬂu‘?" SSID: SR3000_2G | Mode: Master @  Disable 4 Edit %] Remove
0
#  Generic Atheros 802.11anac {wifi1) ld  Scan il Add
. ‘;-"['fl% SSID: SR3000_5G | Mode: Master @  Disable | Edit %] Remove

Name of Parameter Description

Enable/Disable Enable/Disable Wi-Fi
Edit Configure Wi-Fi
Remove Remove Wi-Fi

Add Add Wi-Fi

Search Search Wi-Fi
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Interfaces wifi Switch DHCP and DNS Hostnames Static Routes Diagnostics Firewall Mesh

wifil: Master "SR3000_5G" wifi0: Master "SR3000_2G"

Wireless Network: Master "SR3000_5G" (ath1)

The Device Configuration section covers physical settings of the radio hardware such as channel, transmit power or antenna selection which are shared among all defined wireless
networks (if the radio hardware is multi-SSID capable). Per network settings like encryption or operation mode are groupad in the Interface Configuration.

Device Configuration

Generzl Setup

Status
BT SSID: SR3000_5G | Mode: Master
Wireless network is enabled @ Disable
Made Channgl
Operating frequency |AXA ¥ ” 36 (5180 MHz) v |
Transmit Power | 27 dBm (501 mwW) v
@ dem
Interface Configuration
Generzl Setup
ESSID [5R2000_5G |
Mode |Access Point > |

g
=
(=]
=3
4]

lan: go e

wan: gt

ant: &

wang: gt

create: [ ]

@ Choose the network(s) you want to attach to this wireless interface or fill out the create field to
define a new network.

OO0 0o

a
Name of Parameters Description
Status Wireless connection status and signal strength

Wireless Network Switch Turn on/off Wireless Network, default for turn on.

Wireless mode Legacy: 802.11b/g N: 802.11n AC: 802.11ac AXA:

Operating frequenc
P gireq y 802.11ax and channel can be settable in here

Transmit Power Antenna transmitting power
ESSID Wi-Fi Name
Mode Choose different wireless network mode
Choose the firewall of the network in which the wireless network is
Network
placed.
) Hide ESSID to not allow other devices to search for this wireless
Hide ESSID

network.
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5. Network Diagnosis

In this page, users can perform packet tracing, ping test and traceroute test to diagnose the connection
status of the device.

1) Packet Tracking

Users can use the packet tracking function to catch the sent packets. Click the “Start” to start data
tracing, click “Stop” to stop capturing packets, and click the “Save” to save the captured packets.

Diagnostics

Network Utilities

Tracking Interface Wireless 2.4G ¥

Packet Trace Estart @ @

Enter the destination IP or hostname and click "Ping/Traceroute/Nslookup”

PingTest

idev.openwrt.org

@ping

TracerouteTest

[dev.openwrt.org

(@ Traceroute

Nslookup Test

|dev.openwrt.org
(& Nslookup
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6. Router Configuration

Interfaces wifi Switch DHCP and DNS Hostnames Static Routes Diagnostics

SR3000 User’s Manual

Firewall Mesh

Routes

Routes spedify over which interface and gateway a certain host or network can be reached.

Static IPv4 Routes

Interface |+ Target IPv4-Netmask IPv4-Gateway Metric MTU
Host-p or Netwark if target is a network
This section contains no values vet
| Eladd
Static IPv6 Routes
Interface [ﬂ Target IPvE-Gateway Metric MTU

IPv-Address or Network (CIDR}

This sechion contains no values yet

(add
@reset @5ave [BISave & Apply
Name of Parameter Description
Interface Select LAN/WAN/WANSG in the drop-down list
Target Target address of router
IPv4-Netmask Select HOST-IP/Submask in the drop-down list, decide whether the
target is HOST or Network.
Gateway IP address of gateway
Annotate Add a comment to this route
Routing Rules Display the current system routing rules

7. Mesh Networking

The WAN/LAN port of Controller device is connected, the WAN port of Agent device is not connected.

Click Mesh Connection on the LCD screen of Controller device , press WPS button of Agent device,
after successful connection, Controller device will show successful connection in Mesh page, Mesh
interface on LCD screen will also show successful connection.

(It is recommended to configure under the default network)

Status Administration System
Interfaces Wifi Switch DHCP and DNS Hostnames Static Routes Diagnostics Firewall Mesh
Mesh
Mesh Status
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Management

On this page, users can manage the device, and they can set the device Provision, SNMP, TR069, and
device certificate related configuration, etc.

Provision

Status Network Administration

Provision SNMP TROGS Certificates

Provision

Provision allows a device to automatically resync sip settings to a specific configuration file on the pbx.

Configuration Profile

Provision Enable [ Disable v
Resync Random Delay(sac) fao |
Resync Periodic{sec) o |
Resync Error Retry Delay(sec) [z600 |
Forced Resync Delay(sec) [13400 |
Resync After Upgrade Iﬂb[e |
Resync From SIP [Disable ]
Option 66 [Enable v]
Option 67 [Diszble v]
Config File Name [s(ma) |
User Agent | |
Profile Rule |http:ffprvl. flyingwoice.net: 69/ config/5(Ma)7]

Firmware Upgrade

Upgrade Enable Disable v
Upgrade Error Retry Delay(sec) [z600 |

Upgrade Rule [ |
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Name of Parameters

Description

Provision Enable

Whether to enable provision

Resync Random Delay(sec)

Set the maximum delay for requesting file synchronization, default

is 40.

Resync Periodic(sec)

If the last resync is a failure, the SR3000 will retry to resync after

the "Resync Error Retry Delay" time, which is 3600 seconds by

Resync Error Retry Delay(sec)

Set time to resync, default is 3600s

Forced Resync Delay(sec)

If it is time to resync but the device is busy, in this case the device
will wait for a certain period of time.The longest waiting time is the
"forced resync delay", which defaults to 14400s, after which the

device will be forced to resync.

Resync After Upgrade

Whether to enable the firmware update function after resync, the

default is enable.

Option 66

It is only used in the mode specified internally by the company.
When using TFTP with option 66 to implement the configuration,
the user must enter the correct configuration file name in the

SR3000's web page. When option 66 is disabled, this parameter

Option 67

Enable/disable Option 67

Config File Name

Configuration file name

User Agent User Agent Name
URL of the configuration file
Profile rule Note that the specified file path is relative to the root directory of

the TFTP server.

Upgrade Enable

Enable/disable Upgrade

Upgrade Error Retry Delay(sec)

If the last upgrade fails, the SR3000 will try to upgrade again
during the "Upgrade Error Retry Delay", which defaults to 3600s.

Upgrade Rule

URL is upgrade rule
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SNMP

FLYINGVOICE
l Firmware Version V1.1
Admin Mode[logout] [Reboot]
oot | vewor | =3

Provision SNMP TRO69 Certificates

SNMP Configuration

Allow the device to be managed by the Manager which is set in the SNMP Manager IR
SNMP Configuration

SNMP Service [ Disable v]

Trap Service Address [ |

Read Community Name [public |

Write Community Name private |

Trap Community |ED |

Trap period interval(sec) [Boo |

B Reset @ save ([@save & Apply

Name of Parameters Description

SNMP Service Enable/disable SNMP
Trap Service Address Fill in the trap server address

String value for the password used for requesting information from the

Read Community Name
device via SNMP

String value used for password to write configuration values to the device

Write Community Name
via SNMP

Trap Community String value used to retrieve the password of the trap from the device

Trap period interval(sec) Time interval of traps to be sent from the device
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TRO069

FLYINGVOICE

Status

Firmware Version V1.1
Admin Mode[logout] [Reboot]

MNetwork

Certificates

Provision SNMP TROG9

TRO069 Configuration

Allow the device to be managed by the ACS server which is set in the ACS URL.

ACS
TROG9 Enable [Enable v]
OWMP [Enable |
ACS URL [ i/acs 1. fyingvoice.net:3080/er069 |
User Name [tr06s |
Password [(aases | &
Periodic Inform Enable [Enable v]
Periodic Inform Interval [zo0 |
Connect Reguest
User Hame Fec |
Password F | &
@ Reset 5 5ave| |[[@ 5ave & Apply
Name of Parameters Description
TRO069 Enabling Enable/disableTR069
CWMP Enable/disable CWMP
ACS URL URL of TR069 server
User Names User name for TR069 server connection
Password Password for TR069 server connection
Periodic Inform Enable Enable/Disable periodic messages
Periodic Inform Interval Time interval for the TR069 server to send message
User Name Username for the TR069 server to connect to the phone
Password Password for the TR069 server to connect to the phone
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Certification

FLYINGVOICE

Admin Mode[logout] [Reboot]

Provision SNMP TROGY ubH

Hupgrade
Name of Parameters Description
Steps of local upload 1.Select the type of certificate to upload

2.Select the file to upload

3.Click Upgrade to upload




System

System Setting

1. NTP function

Status Network Administration System

System Management Backup [ Hash Firmware

System

Here you can configure the basic aspects of vour device like its hostname or the timezone.

System Properties

General settings

Local Time Fri Mar 31 17:31:49 2023 | [@ Sync with browser
Hostname |SR3 000 |
Timezone [uTc V]

Time Synchronization

Enable NTP client
Provide NTP server O
NTP server candidates |an,|:luo .ntp.org =)
1.us.pool.ntp.org =]
2.cn.pool.ntp.org =]
[3.openwrt.pocl.ntp.org ]
B Reset (2 save [0 save & Apply
Name of Parameters Description
Local Time Time displayed in the device's current time zone
Hostname Edit host name
Timezone Select the time zone
Enable NTP client Whether to enable the NTP client

NTP Server Candidates The IP address or domain name of the NTP server candidates

2. System Log
Users can view system logs locally or remotely.
Local System Log Settings

1) Open the "System" page, and find the "System Properties - Logs" tab.

2) Enable the system log function, and select "INFO" or "DEBUG" in the system log level, for example, at
the INFO level, the system will record all the info information, at the "DEBUG" level, the system will
record all the debug information.

3) Save and reboot to make the settings take effect.

Remote System Log Setting
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1) Enable remote system log function, fill in the IP address or domain name of the remote system log
server.

2) Select "INFO" or "DEBUG" in the system log level.

3) Save and reboot to make the settings take effect.

System

Here you czn configure the basic aspects of your device like its hostname or the timezone.

System Properties

Logging

System log buffer size 6144 |
@ ks

External system log server IC.I’J.U.G |
External system log server port |51~‘; |
Log output level | Debug » |
Cron Log Level | Normal > |
Name of Parameters Description
System log buffer size The maximum length of system log buffer
External System Log Server Location of remote log server

EX’[erna| System LOg Server Port Of remote |Og server

Including: Debug. Info. Notice. Warming. Error, Critical. Alert,
Log Output Level
Emergency

Cron Log Level Including: Debug. Normal, Warming

3. Language

FLYINGVOICE
I Firmware Version V1.1
Admin Mode[logout] [Reboot]
e

System Management Backup [ Flash Firmware

System

Here you can configure the basic aspects of your device like its hostname or the timezone.

System Properties

Languzge and Style

Language auto e

Name of Parameters Description

Language The language displayed on the web page can be changed here.
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System Management

1. Router Password

Router Password

Changing the password used to access the device will cause the current user to be logged out

User Type [2dmin ~]

New Password @ r=]

Confirm Password @ r=]
Name of Parameters Description

User Type

There are two levels: administrator and normal user.

New Password

Set new password for the current level.

Confirm Passwords

Input the password again to confirm.

2. Status Auto-Refresh

Status Auto Refresh

Refresh Interval

B
@ sec {0 means disable auto refresh)

Name of Parameters

Description

Refresh interval

Indicates the automatic refresh time of the device.

3. Web Access

Web Access

Web Access

Remote Web Login

Local Web Port

Web Port

Web SSL Port

Web Idle Timeout{0 - 50min)

Allow Remote IP(IP1;1IP2;...)

[ http & https v]

El |

[50080 |

B3 |

El |

[o.0.0.0 |
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Name of Parameters Description

Remote Web login Option to log in via https, http & https or turn off remote web login.

Set the port for logging in through the Internet port and PC port,
Web Port

default is 50080.

Users can connect to the device via SSL and set the SSL
Web SSL Port

connection port here.

Set the network idle timeout, if there is no any operation during the
Web Idle Timeout(0-60min)
web idle timeout, the web page will be canceled automatically.

Allow Remote IP(IP1; IP2;...) Users can control whether other devices can access the web.

4. Telnet Access

Telnet Access

Telnet Access

Remote Telnet [ Disabled v]

Telnet Port = |

Allow Remote IP(IP1;1P2;...) [p.0.0.0 |

Name of Parameters Description

Whether to allow other devices to connect to this device through
Remote Telnet
telnet.

Telnet Port Set the value of the port used for telnet.

Allow Remote IP(IP1;1 P2;...)  Here you can control which device can connect to this device.

Host name The name of the SR3000 displayed after successful connection,

the default is: SR3000.

Backup/Upgrade
1. Factory Restore

1. Click WGenerate archive 15 save current configuration, and generate a configuration file to download

locally.
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2. Click '@Performreset (o ocet the device to factory settings.

Backup / Restore
Click "Generate archive” to download a tar archive of the current configuration files. To reset the firmware to its initial state, dick "Perform reset” {only possible with squashfs images).

Download backup: Generate archive

Reset to defaults: & Pperform reset

2. Upload Configuration

1.Click Choose File to select the configuration file to be uploaded.

2.Click [Euplozd archive..] 15 upload selected file.

To restore configuration files, you can upload a previously generated backup archive here.

Restore backup: Choose File | No file chosen BEupload archive...

3. Firmware Upgrade

Steps of Upgrade:

1. Click Choose File.

2. Select the file to be upgraded.

3. Click [EFlash image... to start upgrading the device.

Flash new firmware image
Upload a sysupgrade-compatible image here to replace the running firmware, Check "Keep settings™ to retain the current configuration {requires an OpenWrt compatible firmware image).

Keep setfings:

Image: Choose File | No file chosen [EFlash image...
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Chapter 4 Troubleshooting

This chapter contains:
- No Response After Power On
- Unable to log in to the device's web page

- Forget Your Password
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No Respond After Power On

Solution:
Check the power adapter is properly connected or not.

Unable to log in to the device's web page

Solution:

Check the Ethernet cable is properly connected or not.

Check if the URL is written correctly, URL format: http:// Internet port IP address.

Check that your firewall / NAT settings are correct.

If the IE version is IE8 check, please use another browser such as Firefox or Mozilla, or contact your
administrator, provider or ITSPE.

Forget Your Password

The default password for sites and menus is “admin”.
If a user changes the password and then forgets it, you cannot access configured sites or menu items

that require a password.
Solution:
Factory Reset: Press the "RST" button, wait 5 seconds and then release it, the device will return to

factory settings and the password will revert to admin.

NOTE: If you choose factory default, your device will be returned to the original factory settings, all

the current settings will be deleted, including system logs and call records.
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